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Abstract of the contribution: This contribution adds texts for having a pre-configuration of mapping between a UE application with a certain S-NSSAI. 
1. Introduction
In current specification of TS23.501 and TS23.503 (see related clauses below), it is specified that the 5GC shall provide the NSSP to a UE, and in addition, the UE seems to be mandate to support the NSSP provided by the CN, which associates a UE application with a certain S-NSSAI.
· TS23.503 clause A.3.1.8
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· TS23.501, clause 5.15.5.3

[image: image2]
Observation#1: NSSP is a specific term, which associates a UE application with a certain S-NSSAI. 

Observation#2: NSSP is one of the policy under the UE Route Selection Policy (URSP)

Observation#3: URSP that includes the NSSP shall only be provided by the 5GC to the UE. 

Alternative to having the NSSP provided by the 5GC to the UE, a UE may have such a mapping associating an application with a certain S-NSSAI being pre-configured at the UE in advance, and hence, there may be no need for the UE to understand the NSSP and to store the NSSP. According to clause 4.16.1 in TS23.502, the provisioning of the NSSP occurs during the UE Context Establishment procedure, which can either happen during the UE registration in the network or the AMF relocation in handover procedure.
Proposal: Due to the above reason, we propose to add some texts to allow an alternative of allowing a pre-configuration of the mapping associating an application with a certain S-NSSAI at the UE as an alternative to have the NSSP being provided by the 5GC and being stored at the UE. 

* * * First Change* * * *
A.3.1.8
UE Policy

A.3.1.8.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.8.2.

2)
UE Route Selection Policy(URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The structure and the content of this policy are specified in clause A.3.1.8.3. The URSP policy groups of one or more of the following policies:

2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.

2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with S-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new S-NSSAI. 
NOTE: Although, the NSSP is provided by the 5GC, however, the UE can still have a pre-configuration of a mapping that associates a UE application to a certain S-NSSAI.
2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.

2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

In the case of a roaming UE, the V-PCF may retrieve URSP information from the H-PCF over N24.

The URSP shall be provided from the PCF (V-PCF for roaming UE) to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The USRP provided to the UE may contain information provided by the H-PCF and information provided by the V-PCF. In the case of conflict between the parameters from the H-PCF and V-PCF, the parameters from the V-PCF take precedence. The AMF does not change the URSP provided by PCF.

Editor's note:
It is for FFS whether certain parameters in the URSP are only provided by H-PCF or those from H-PCF should take precedence.

Editor's note:
It is FFS if the size of the policy rules to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Editor's note:
It is FFS if part of the policies can be transferred via UDM.

* * * End of First Change* * * *
A.3.1.8	UE Policy


A.3.1.8.1	General


The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:


1)	Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.8.2.


2)	UE Route Selection Policy(URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The structure and the content of this policy are specified in clause A.3.1.8.3. The URSP policy groups of one or more of the following policies:


2a)	SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.


2b)	Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI.


2c)	DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.


2d)	Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).








The network operator (HPLMN) may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:


-	If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.


The UE shall store the NSSP until a new NSSP is provided to the UE by the HPLMN.
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